TURTLE MOUNTAIN SCHOOL DIVISION

MANITOBA PUPIL FILE GUIDELINES ARE ATTACHED
















the privacy of the young person it is about are adequaiely proiected (clause 125(7) of the
YCJA).

For additional information, see the “Information Sharing Protocol under the Youth Criminal
Justice Act (Canadsa) for the Sharing of Youth Criminal Justice Information with Maniioba
Schools by Manitoba Justice and Manitoba’s Policy Officers (April 2003)" prepared by
Manitoba Justice and Manitoba Education, Ciiizenship and Youth.
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Generally, the access {o information and protection of privacy provisions of FIPFPA and PHIA apply to
all records in the “custody” or under the “control” of the school division or district, other than youth
criminal justice information falling under the YCJA. (Refer to sections specific to youth criminal justice
information throughout these guidelines.) All internally and externally produced information in the
pupil file is in the custody, or under the conirol, of the school division or district. It is imporiant to note
that, regardless of the source of the information, the school division or district is responsible for
ensuring compliance with all access to information and protection of privacy requirements which
apply to the information in pupil files. All personal information and personal heaith information

. respecting the pupil, and any third parties, in the pupil file must be protected against unauthorized
use, access, disclosure or desiruction.

To ensure the privacy of information, access by staff and others to the personal information and
personal health information of pupils must be restricted 1o persons authorized to have access to that
information in order to carry out their duties. Disclosure of personal information outside the school
division or district organization must be authorized under FIPPA or, in the case of personal health
information, PHIA. Security arrangemenis should refiect the level of sensitivity of the information in
the particular pupil file component. VWhere personal health information is concerned, the security

requirements in sections 18 and 19 of PHIA and in the Personal Health Information Reguiation must
be met.

School divisions and districts should ensure that all staff are aware of the policies respecting access
to personal information and to personal health information by persons within the schoal division or
district organization and the policies respecting disclosure of personal information and personal
health information o persons outside the organization, as well as the relevant legislation.

A pupil file may also contain third parly information, that is, information about someone other than
the pupil that the file is about. Under the PSA, FIPPA and PHIA, access to the pupil file can be
granted to a pupil, parent or legal guardian without contravening the privacy rights of the third party

by severing out all information relating 1o the third party and providing access to the remainder of the
record.

School division and district records management policies and procedures may allow that routine
requests for access to the pupil file by pupils and their pareni(s) or legal guardian(s) under the PSA
be handled at the school level. Given the complexity of third party requests for access to information
or requests for disclosure of another's personal information or personal information under FIPPA or
PHIA, these requests shouid always be routed through the school division or district Access and
Privacy Coordinator.
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Access to and use of personal information in a pupil file by school division or district staff
are authorized if (Section 43 of FIPPA):

o the information is used for the purpose for which it was collecied or compiled; or

o the information is used for a purpose which is consistent with the purpose for which it was
collected or compiled; or

o the pupil or (depending on the maturity of the pupil) the pupil's pareni(s) or legal
guardian(s) consent o the use; or

e the information is used for a purpose for which it may be disclosed to the school division
or district under the disclosure provisions of FIPPA. -

In most instances, personal information about a pupil may be shared amongst school division
or district staff to the exient that such information is necessary to assist in the educational
progress or schooling of the pupil.

Use of personal health information in a pupil file by school division or district staff is
authorized if

e the information is used for the purpose for which it was collected; or

» the information is used for a purpose which is direcily relaied to the purpose for which it
was collected or received; or

¢ the pupil or (depending on the maturity of the pupil) the pupil's parent(s) or legal
guardian(s) consent o the use; or

¢ one of the other circumstances in section 21 of PHIA applies.

School division and district policies and procedures must specifically prohibit access to
personal information and personal health information in the pupil file by staff within the schooi
division or district who do not need to know the information in question to carry out their
duties. Various staff members may need to have access to different pieces of information in
a pupil file in order to carry out their duties. (Subsections 42(2) and (3) of FIPPA and
subsections 20(2) and (3) of PHIA).

The Provincial Director appointed under the YCJA, a youth worker, the Aitorney General or
the Aftorney General's agent or delegaie, a peace oificer and any other person engaged in
the provision of services to young persons may disclose information in a record kept under
the YCJA to the “representative of any school board or school” where the disclosure is
necessary:

s 10 ensure compliance by the voung persan with an autherization under section 91 [for
reintegration leave or day release] or an order of the youth justice court;

e {o ensure the safety of staff, students or other persons; or

s 1io facilitate the rehabilitaiion of the young person. (See subsaction 125(6) of the YCJA.)



The school representative must ensure that youth criminal justice information in the pupil file
is only made available io, and used by, staff of the school division or disirict for these
purposes. There should be a list of the persons to whom this information may be disclosed
and that list shouid be attached 1o the file. Only those persons whose names appear on that
list should have access 10 the youth criminal justice informaiion.

Access under 7he Public Schools Act

Under the PSA, pupils are not allowed access to their pupil file until they have reached the
age of majority (the age of 18). (Clause 42.3(1)(a) and clause 58.9(2)(b)).

Subsection 42.3(2) ofthe PSA sets out the limited grounds on which a school division or
district may refuse access, under that Act, to all or part of a pupil file to a pupil who has
reached the age of majoriiy:

o disclosure could reasonably be expected to constiiuie an unreasonable invasion of the
privacy of a third party;

o disclosure could reasonably be expected to be defrimental fo the education of the pupil;

» disclosure could reasonably be expected to cause serious physical or emotional harm to
the pupil or another person; or

e disclosure could reasonably be expected 1o be injurious fo the enforcement of an
enactment or the conduct of an investigation under an enactment.

Where access to a pupil file by a pupil is permitted under the PSA, a school division or district
empioyee who is competent io interpret the information must be made available to assist the
pupil (clause 42.3(1)(b)). Pupils who have gained access to information in a pupil file can
examine the information or obtain copies of the information. When a pupil examines a pupil

file, a school division or district emplovee should be present to maintain the integrity of the
file.

A pupil who has reached the age of majority may appeal a school board's decision to refuse
access to all or part of a pupil file to the Manitoba Court of Queen’s Bench by filing an
applicaiion with the court within 30 days of being notified of the refusal of access.

Access under The Freedom of Information and Protection of Privacy Act

Under FIPFA, any pupil may request access to his or her personal information in his or her
pupil file. (Access by the pupil to his or her personal health information is dealt with under
PHIA.) Where the pupil is a minor, a decision will have to be made as to whether the pupil
has the legal capaciiy to make the reguest (in the sense thai he or she understands the
nature of the request, the conseguenceas of making it, eic.). The grounds on which access
may be refused, or on which access is required fo be refused, are set out in the Act,
particularly in sections 17 to 32. The pupil may make a compiaint to the Manitoba
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Ombudsman about a decision io refuse access to all or part of a record containing personal
‘information about the pupil. Where a complaint has been made and the Ombudsman makes
a report, the pupil may appesal the decision to refuse access to the Manitoba Court of
Quesn’s Bench.

Access under The Parsonal Mealth Information Act

Under PHIA, any pupil, including a pupil who is a minor, may request access o his or her
personal heaith information in his or her pupil file. Where the pupil is a minor, a decision will
have to be made as to whether the pupil has the legal capacity to make the request (in the
sense that he or she understands the nature of the request, the consequences of making i,
efc.). The grounds on which access may be refused are set out in subsection 11(1) of the
Act. The pupil may make a complaint to the Manitoba Ombudsman about a decision to
refuse access to all or part of 2 record containing personal health information about the pupil.
Where a compiaint has been made and the Ombudsman makes a report, the pupil may
appeal the decision to refuse access to the Manitoba Court of Queen’s Bench. A decision of
the Court of Queen’s Bench respecting the refusal may be appealed to the Manitoba Court of
Appeal with the leave of that court.

Access under the Youth Criminal Justice Act (Canada)

Access by the pupil to youth criminal justice information in his or her pupil file is governed by
.the YCJA. The Act dees not authorize a school division or district to disclese youth
criminal justice information in a pupil file to the young person. However, information
may be made available to the young person to whom the record reiates by the youth justice
court, a review board or another court, by the police, by a government department or agency
or by an organization which obtained the information as a result of administering or
participating in exdra judicial measures or a youth senfence under the YCJA (section 119 of
the YCJA).

Access under The Public Schools Act

Under the PSA, a parent or legal guardian can access their child’s pupil file until the pupil has
reached the age of majority at-which time, consent of the pupil is required to allow parent(s)
or legal guardian(s) to access the pupil file (clause 42.3(1)(a), subsection 42.3(3), subsaction
58.1 and clause 58.6(c)).

Subsection 42.3(2) of the PSA sets out the limited grounds on which a school division or
district may refuse access under that Act to all or part of a pupil file, to a parent or legal
guardian;

o disciosure couid reasonabiy be expecied to constituie an unreasonabie invasion of the
privacy of a third party;

» disclosure could reasonably be expsecied to be detrimental to the education of the pupil;
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o disclosure could reasonably be expecied io cause serious physical or emotional harm o
the pupil or anather person; or

o disclosure could reasonably be expected to be injurious to the enforcement of an
enactment or the conduct of an investigation under an enactment.

Where access to a pupil file by a parent or legal guardian is permitied under the PSA, a
school division or district employes who is competent to interpret the information must be
made available to assist the parent or legai guardian. Parents and legal guardians who have
gained access fo information in a pupil file can examine the information or obiain copies of it.

When a parent or legal guardian examines a pupil file, a school division or district employee
shouid be present to maintain the integrity of the file.

A parent or legal guardian may appeal a school board's decision to refuse access to a pupil
file to the Manitoba Court of Queen’s Bench by filing an application with the court within 30
days of being notified of the refusal of access.

Rights of access of divorced or separated parents
Where the parenis are divorced, the Divorce Act (Canada) states:

16(5) Uniess the court orders otherwise, a spouse who is granted access to a chiid
of the marriage has the right to make inquiries, and to be given information, as 1o the
health, education and welfare of the child. .

Where the parents are separated, The Family Maintenance Act of Maniioba provides that:

39(4) Unless a court otherwise orders, the non-custodial parent reiains the
same right as the parent granted custody to receive school, medical,
psychological, dental and other reporis affecting the child.

Access under The Freedom of information and Protection of Privacy Act

Under FIPPA, a parent or legal guardian acting on his or her minor child's behalf may request
access to the personal information in the child’s pupil file when, in the opinion of the head of
the school division ar district, the parent's or legal guardian's exercise of this right of access’
would not constitute an unreasonabie invasion of the child’s privacy (see clause 79(d) of the
Act). (In Manitoba, a minor child is a child under 18 years of age.) The grounds on which
access may be refused, or on which access is required fo be refused, are set out in the Act,
particularly in sections 17 fo 32. The parent or legal guardian may make a complaint to the
Manitoba Ombudsman about a decision fo refuse access to all or part of the pupil file. Where
a complaint has been made and the Ombudsman makes a report, the parent or legal
guardian may appeal the decision o refuse access o the Manitoba Court of Queen’s Bench.

Access under The Personal Health information Act

Under PHIA, 2 parent or legal guardian acting on his or her minor child's behalf may request
access 1o the personal health information in the child’s pupil file on the chiid’'s behalf if the
child does not have the capacity to make health care decisions (see clause 60(e) of PHIA).
The grounds on which access may be refused are set ouf in subsection 11(1) of the Act. The
parent or legal guardian may make a compiaint to the Manitoba Ombudsman about a
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decision 1o refuse access to the personal healih information in the pupil fle. Where a
complaint has been made and the Ombudsman makes a repori, the parent or legal guardian
may appeal the decision to refuse accass to the Maniicha Court of Quean’s Bench. A
decision of the Court of Queen’s Bench respecting the refusal may be appealed to the
Manitoba Court of Appeal with the leave of that court.

Access under the Youth Criminal Justice Act (Canada)

Access by a parent or legal guardian to youth criminal justice information in a pupil file is
governed by the YCJA. The Act does not authorize a school division or district {o
disclose youth criminal justice information in a pupil file to a parent or legal guardian.
However, information may be made available to a parent or legal guardian by the youth
justice court, a review board or another court, by the police, by a government department or
agency, or by an organization which obtained the information as a result of administering or
participating in exira judicial measures or a youth sentence under the YCJA (saction 119 of
the YCJA).

Under section 42.5 of the PSA, a pupil, parent or legal guardian may request that his or her
written objection 1o, or expianation, or interpretation of any matter contained in the pupil file be
attached to the pupil file. A school board is required to comply with this request.

Both a pupil who has been given access to his or her personal information in a pupil record
under Part 2 of FIPPA or fo his or her personal heaith information under Part 2 of PHIA, and
a parent or legal guardian who (acting on behalf of the pupil) has been given access o the
pupil's personal information or personal health information under FIPPA of PHIA, have the
right fo ask the school division or district o correct personal information in the record if it is
wrong or incomplete. If the school division or district refuses to correct the file, it must add the
reguest for correction, or in the case of personal health information, a statement of
disagreement to the file. A school division or district is also required, where practicable, to
notify other public bodies or third parties who have received the information from it, of any
correction io the information or of the request or statement of disagreement, S0 they can
update their records (Section 39 of FIPPA and section 12 of PHIA).



A third party is a person, group of persons or an organization other than the person that the
information is about and other than the school division or district maintaining the record.
School staff may recsive requests for personal information or personal health information
about a student or former student, such as information regarding behaviour, attendance and
academic achievement.

The school division or district Access and Privacy Coordinator should handle all third party

requests for access to another's personal information, personal heaith information or youth
criminal justice information and should ensure that:

o disclosure is authorized under FIPPA, PHIA or the YCJA, as the case may be; and

o disclosure of personal information and personal health information is limited to the
amount necessary to accomplish the authorized purpose.

Third Party Reguests for Personal Information

Any disclosure of personal information to a third party by a school division or district, or iis
staff, must be authorized under FIPPA. School divisions and districts, and their staff, are not
allowed to disclose personal information about a siudent, including personal information in a
pupil file, unless one of the circumstances set out in section 44 of FIPFPA applies.

For example, staff may disclose personal information about a pupil (which is not personal
health information and which is not youth criminal justice information) if:

e the pupil or (depending on the pupil's maturity) the pupil's pareni or legal guardian
consents to the disciosure (clause 44(1)(b)). Where possible, consent should be in

writing. If consent is verbal, a detailed note documenting the consent shouid be set out in
the file;

o the disclosure is for the purpose for which the information was collected or compiled or for
a use consistent with that purpose (clause 44(1)(a));

o another Act or reguiation of Maniioba or Canada authorizes or requires.the disclosure
(clause 44(1)(e)). For example: disclosure of information that a chiid is or may be in need
of protection to a child caring agency as required by section 18 of The Child and Family
Servicas Act of Manitoba; disclosure of names, addresses, eic. to a school atiendance
officer under section 269 of the PSA;

o disclosure is necessary to protect the menial or physical health or the safety of any
individual or group of individuals (clause 44(1)(})); '

o disclosure is for law enforcement purposes (as defined in FIPPA) or crime preveniion
(clause 44(1)(r)); For exampie: disclosure of personal information to the police where the
information is necessary for a specific investigation into criminal aciivity;
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o disclosure is for the purpose of supervising an individual in the custody or under the
supervision, of a correctional authority (clause 44(1)({1)), for example, disclosure to a
pupil’s probation or Manitoba Justice Youth Worker.

These are only a few examples of the circumstances in which disclosure of personal

information is authorized. School divisions and districts should consider obtaining consent to
disclosure of personal information where reasonabie.

Third Party Reguests for Personal Health Information

Any disclosure of personal health information to a third party by a school division or district, or
iis staff, must be authorized under PHIA. School divisions and districts and their staff are not
allowed to disclose personal health informaiion about a student, including personal health
information in a pupil file, unless one of the circumstances set out in section 22 of PHIA
applies.

For example, staif may disclose personal health information about a pupil if:

o - the pupil or (depending on the pupil's maturity) the pupil's parent or legal guardian
consents to the disclosure (clause 22(1)(b)). Where possible, consent should be in
writing. If consent is verbal, & detailed note documenting the consent should be set out in
ihe file;

e disclosure is to a person who is prd\/iding or has provided health care fo the pupil, fo the
extent necessary fo provide the health care, uniess the pupil (or parent or legal guardian)
has instructed the schoal division or district not to make the disclosure (clause 22(2)(a));

= the schoof division or district reasonably believes that the disclosure is necessary to
prevent or lessen a serious and immediaie threat to the mental or physical health or
safety of the pupil or another individual or to publiic health or public safety (clause
22(2)(b)); '

s disciosure is for the purpose of contacting a relative where the pupil is injured,
incapacitaied or ill (clause 22(2)(c)());

o another Act or regulation of Maniioba or Canada authorizes or requires the disclosure
(clause 22(2)(0)).

These are only some of the circumstances in which disclosure of personal health information
is authorized. Note that disclosure of personal health information for general law
enforcement purposes is not authorized under PHIA. School divisions and districts should
consider obtaining consant io disclosure of personal heaith information where reasonable, as
the situations in which personal heaiih information can be disclosed under section 22 of PHIA
are limited. :



Youth criminal justice information in a pupil file can only be disclosed by school staff:

s to ensure compliance by the pupil with an authorization under section 91 [for reintegration
leave or day release] or with an order of the youth justice court (e.g. concarning bail,
probation, conditional supervision, etc.);

s o ensure the safety of staff, students or other persons; or

o o facilitate the rehabilitation of the young person (subsection 125(6) of the YCJA).



e

The school principal must forward the pupil file when the pupil transfers out of the school and enrolls
in another school (subsection 29(3) of the Education Adminisiration Miscellaneous Provisions
Regulation). However, while the cumulative file and pupil support file components of the pupil file
shouid be transferred to the new school as soon as possible, the youth criminal justice component of
the pupil file shouid never be transferred. The contents of the pupil file being fransferred should be
reviewed to ensure that only personal information and personal health information necessary for the
schooling and provision of educational services to the pupil is forwarded to the new school.

Transfer procedures should ensure that the file contents, as they are of a sensitive and personal
nature, are adequately protected from unauthorized access, disclosure, loss or destruction while
being transferred. The pupil support file component should be transferred directly from professional
to professional wherever possibie fo further ensure the security and confidentiality of the file conients.

Where the new school is in the same school division or district, the transfer of the personal
information and personal health information in the cumulative file component and the pupil
support file component of the pupil file is authorized under clause 43(c) of FIPPA (as the
fransfer is required by subsection 29(3) of the Education Administration Miscellaneous
Provisions Reguiation) and under clause 21 (a) of PHIA (as the transfer is for the purpose for
which the information was collected or received or for a directly relaied purpose —that is, the
transfer is for the purpose of supporting the schooling or educational progress of the child.)

Where the new school is in another school division or district, the transfer of personal
information or personal health information in the cumulative file component and in the pupil
support file component of the pupil file to the new school is authorized under clause 44(1)(e)
of FIPPA and clause 22(2)(0) of PHIA (the transfer and disclosure of the information is
required by subsection 29(3) of the Education Administration and Miscellaneous Provisions
Regulation).

Frincipals may wish 1o consider obtaining consent from the pareni(s) or legal guardian(s) (or
the pupil, if he or she is capable of giving consent) to the fransfer of the cumulative file
component of the pupil file, and particularly to the transfer of any personal healith information
in it. The transfer of the pupil support file companent of the pupil file should normally be done
with the consent of the pareni(s) or legal guardian(s) of the pupil or with the consent of the
pupil (if he or she is capable of giving consent). However, where consent is refused or
cannot be obtained, the transfer of the cumuiative file component and the pupil support file
component of the pupil file must still take place (even over the objections of the student,
parent(s) or legal guardian(s)) as ii is required by subssction 29(3) of the Education
Administration and Miscellaneous Provisions Regulation. The pupil and pareni(s) or legal
guardian(s) should, of course, be advised of the transfer of the file and of the nature of the
information transferrad.



